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SonicWall Unified Management, formerly known as SonicPlatform, is a cutting-edge cybersecurity platform designed 
to meet the evolving needs of Managed Service Providers (MSPs). It offers a comprehensive approach to cybersecurity, 
enabling MSPs to manage, secure, and scale their clients’  networks efficiently and effectively. With SonicWall Unified 
Management, MSPs can leverage a single, unified console to deploy, manage, and monitor SonicWall security solutions, 
including but not limited to firewalls, endpoint protection, threat detection, and secure remote access. This purpose-built 
platform simplifies the complexities of cybersecurity management for MSPs, offering unparallelled visibility, control, and 
automation across multiple client environments.  

Purpose-built cybersecurity platform for comprehensive security

DATA S H E E T

SonicWall Unified Management 
A unified console experience,  
built to empower Managed Service 
Providers (MSPs).
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How does it work? 
SonicWall Unified Management provides one intuitive 
console to streamline operations for MSPs. It enables 
MSPs to deploy, monitor, and manage security solutions 
across diverse networks from a single pane of glass. Its 
robust features include a unified dashboard, role-based 
access control, active monitoring and alerting, intelligent 
platform monitoring, streamlined license management, 
zero-touch deployment,  and seamless integration with 
third-party solutions. All of these tools are designed to 
reduce operation overhead, provide a holistic view  of 
client networks, enable proactive threat management, and 
ultimately, deliver high-value security services to clients.   

Why SonicWall Unified Management 
SonicWall Unified Management reduces frustration and 
enhances efficiency for MSPs by giving a single, cohesive 
view of security tools currently deployed. SonicWall Unified 
Management integrates other management platforms, 
including Network Security Mangaer and Capture Security 
Center, making it easier for MSPs to navigate their security 
stacks. Having a consolidated view in SonicWall Unified 
Management improves response times, enhances threat 
detection, and ensures consistent policy enforcement 
across all managed environments. The platform’s effortless 
scalability allows MSPs to grow their service offerings 
without the need for additional infrastructure, making it a 
cost-effective enabler for expanding their client base.  

Benefits 
•	 Gain instant visibility across all your end-customers’  

infrastructure, identify vulnerabilities, and take 
immediate action – all in one place. 

•	 Easily deploy and manage more products across more 
customers without exponentially adding to operational 
complexity and cost. 

•	 Simplify management by eliminating the need to 
juggle multiple consoles and improve uniform security 
enforcement across different products.

•	 Improve efficiency with simplified license management 
in the unified console. 

•	 Get a real-time overview of your entire infrastructure 
and security landscape. 

•	 Gain real-time insights from a unified dashboard, 
empowering you to make informed decisions and 
ensure optimal security. 

Key Features
•	 Multi-Tenant Management: SonicWall Unified 

Management is ideal for MSPs managing multiple 
diverse client environments. It provides a single console 
for monitoring and securing multiple environments with 
different needs with ease. 

•	 Zero Touch Deployment: Deploy and provision security 
tools, including SonicWall firewalls, quickly and simply, 
and automatically synchronize licenses and push policy 
and firmware updates.

•	 Active Alerting and Monitoring: See real-time alerts 
from connected security tools to easily troubleshoot, 
detect threats, take preventative actions, and deliver 
remediation. See alerts about the health and status 
of SonicWall infrastructure products and proactively 
remediate critical system conditions as they arise to 
ensure peak performance.

•	 Scalable Security Services: As MSPs expand their 
client base, SonicWall Unified Management allows 
them to scale their security offerings seamlessly, 
ensuring consistent protection without the need for 
additional resources.  

•	 Improving Service to Clients: By centralizing 
management, SonicWall Unified Management enhances 
operational efficiency, allowing MSPs to focus on 
delivering high-value services and improving their 
service to clients.

SAMI, Your AI-Powered Assistant 
for SonicPlatform
SonicWall AI for Monitoring and Insight (SAMI) is an 
AI-powered assistant, built into SonicWall Unified 
Management, that makes IT and network security 
management operations easier than ever. Through a simple 
chat-based interface, MSPs can utilize SAMI to streamline 
day to day operations, gain actionable insights, and apply 
the latest best practices. Whether you’re a seasoned 
cybersecurity pro or just getting started, SAMI uplevels 
every administrator to work faster, smarter, and more 
effectively to manage their customers’ digital environments.


