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File Transfer: A 10-Step Self Assessment Guide

Sometimes, the whole is greater than the sum of the parts. But in many instances, each of 

the parts is useful and impressive, too. That’s the case here—with this helpful guide, How 

to Make Sense of Your File Transfer Needs: A 10-Step Self Assessment Guide. It’s actually a 

chapter (or “part”) from Don Jones’ e-book classic The Shortcut Guide to Secure, Managed 

File Transfer, originally published by Realtime Publishers.

 

We’ve pulled the content from the e-book to give you this concise, self-contained “how to” 

manual for assessing your file transfer needs…and for making the improvements everyone in 

your organization wants, but may not be able to articulate There are 10 criteria in particular 

that Jones focuses on—10 steps if you will—and they form the basis of the guide.

 

Once you’ve reviewed the 10 criteria, you may wish to get additional technical information, 

which is why we’ve included a Technical Resources section on page 19.

Good reading!

The Sponsors at Ipswitch File Transfer
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About Ipswitch File Transfer

Ipswitch File Transfer provides solutions that move, govern and secure business information between  
employees, business partners and customers. The company’s proven solutions lead the industry in 
terms of ease of use, allowing companies of all sizes to take control of their sensitive and vital informa-
tion and improve the speed of information flow. Ipswitch lets business and IT managers govern data 
transfers with confidence and enable compliance by balancing the need for end user simplicity with the 
visibility and control required by IT. Ipswitch File Transfer solutions are trusted by thousands of organi-
zations worldwide, including more than 90%  
of the Fortune 1000. For more information on Ipswitch File Transfer and its products, go to  
www.IpswitchFT.com or call 1-781-645-5590.
 
Next steps…

Now that you’ve seen what MFT does you may wish to see a demo that shows you its 
full capabilities. Or do some technical research. Here are resources for Ipswitch MOVEit® 
Managed File Transfer that are available to you.

Weekly demo: See Managed File Transfer in action

Attend a live weekly demo led by Ipswitch Systems Architects that shows you how to transfer 
files reliably and securely, automate file-based business processes, and provide employees 
with an IT-approved solution for sending files. Date and Time: Thursday at 2:00 p.m. EDT. 
Register now.

Technical Resources for Ipswitch MOVEit Solutions

The following provides additional technical information about MOVEit File Transfer.

White Papers: 

•  MOVEit FIPS 140-2 Validated Cryptography - Federal Information Program Standards 
validation of MOVEit File Transfer and MOVEit Central.

•  MOVEit PCI Compliance - Managed File Transfer and the PCI Data Security Standard

•  Supporting FISMA and NIST SP 800-53 with Secure Managed File Transfer - Describes the 
compliance principles an implementer must consider in order to adhere to United States 
government security standards.



20

File Transfer: A 10-Step Self Assessment Guide

Technical Briefs: 
•  MOVEit File Transfer (DMZ) Antivirus Overview - MOVEit File Transfer’s real-time 

integration with Sophos and Symantec ICAP-enabled antivirus solutions helps to prevent 
viruses with any file transfer.

•  Secure, Guaranteed File Delivery - MOVEit’s ability to provide this capability.

•  MOVEit File Non-Repudiation - MOVEit support for this security “best practice” required 
by FISMA, GLBA, HIPAA and SOX.

•  MOVEit File Transfer (DMZ) Reporting Capabilities - List of reports that can be run against 
the data in the MOVEit File Transfer ODBC-accessible database.

•  File Transfer Gateways: Danger in the DMZ - A critical look at the security implications of 
using DMZ based secure file transfer gateways.

•  Web Applications and MOVEit File Transfer (DMZ) Services - Overview of how portals 
and other Web applications can use MOVEit file transfer, secure messaging, encrypted file 
storage, and user database services by transferring or duplicating user sessions.

•  MOVEit File Transfer (DMZ) v. Secure FTP Servers - Security and functionality comparison.

Product Datasheets: 

•  Multi Tenancy - Multiple organization configuration where different divisions or 
departments use separate branding, folders, and authentication. 

One Pagers: 

•  MOVEit File Transfer (DMZ) File Security v. OS Security - Describes how most secure file 
transfer servers are vulnerable to operating systems flaws and why that is not the case with 
MOVEit File Transfer (DMZ) servers and the files they handle.

Web Resources

•  MOVEit File Transfer (DMZ) System Requirements – A server for Managed File Transfer. 

•  MOVEit Central System Requirements – Easy and reliable file-based automation. 

Want immediate assistance?

Call 1-781-645-5590 to speak with a file transfer specialist  
or visit www.IpswitchFT.com 


